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I. Objetivo e Abrangência 
 

A presente Política de Privacidade e Proteção de Dados ("Política") delineia as diretrizes de 

tratamento de dados pessoais pela Cunha & Fonseca Advogados ("C&F ou Escritório") e 

resguarda os direitos dos titulares previsto na Lei nº 13.709/2018 (Lei Geral de Proteção de 

Dados) não se limitando a ela. Essa Política abrange, sócios, advogados, funcionários e 

estagiários ("Profissionais"). 

 

As normas de tratamento estabelecidas neste documento devem abranger também a 

terceiros, incluindo fornecedores, prestadores de serviços, parceiros, intermediários ou 

qualquer outra pessoa, entidade ou autoridade contratada pelo Escritório, bem como a 

qualquer outra parte com quem a Cunha & Fonseca Advogados mantenha relação de 

tratamento de dados ("Clientes, Terceiros ou Parceiros"). 

 

II. Introdução 
 

É com a mais alta consideração pela privacidade e segurança dos dados pessoais que a Cunha 

& Fonseca Advogados apresenta esta Política de Privacidade e Proteção de Dados. Como 

parte de nossa dedicação à conformidade legal e ao respeito aos direitos individuais, este 

documento delineia os princípios, procedimentos e responsabilidades que orientam a coleta, 

o armazenamento, a salvaguarda e todo o tratamento dos dados pessoais, conforme 

estabelecido pela Lei Geral de Proteção de Dados (Lei nº13.709/2018). Nosso Escritório 

reconhece a importância da transparência, confidencialidade, segurança e integridade na 

gestão dos dados, buscando, assim, promover a confiança e a tranquilidade de todos os 

envolvidos em nossas operações. 

 

III. Definições 
 

a. Dado pessoal 
Dado pessoal é considerado toda informação sobre uma pessoa natural identificada ou 

identificável, tais como nome, RG, CPF, e-mail, telefone, endereço residencial entre outros.  

 

b. Dado pessoal sensível 
É todo dado pessoal que pode gerar qualquer tipo de discriminação ao titular, tais como os 

dados sobre origem racial ou étnica, convicção religiosa, opinião política, filiação a sindicato 

ou a organização de caráter religioso, filosófico ou político, dado referente à saúde ou à vida 

sexual, dado genético ou biométrico. 

 

c. Ciclo de vida do dado 
Compreende as fases de criação, coleta, classificação, armazenamento, transmissão, 

utilização e descarte do dado. 
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d. Controlador 
Pessoa natural ou jurídica, de direito público ou privado, a quem competem as decisões 

referentes ao tratamento de dados pessoais. 

 

e. Encarregado de Dados (DPO) 
O Encarregado de dados é a pessoa indicada pelo Controlador ou Operador para gerir e 

liderar o projeto, além de representar o Controlador ou Operador ante a ANPD. 

 

f. ANPD 
É a Agência Nacional de Proteção de Dados. 

 

g. Incidente de segurança 
É qualquer evento adverso confirmado, relacionado à violação na segurança de dados 

pessoais, tais como acesso não autorizado, acidental ou ilícito que resulte na destruição, 

perda, alteração, vazamento ou ainda, qualquer forma de tratamento de dados inadequada ou 

ilícita. 

 

IV. Tratamento de dados 
 

Em conformidade com a Lei Geral de Proteção de Dados, esta política estabelece os 

princípios e diretrizes para o tratamento responsável, transparente e seguro das informações 

pessoais que coletamos e processamos em todo o ciclo de vida dos dados dentro da C&F. 

Por meio desta política, reafirmamos nosso compromisso em proteger a privacidade e 

garantir a conformidade com as disposições legais vigentes, visando assim promover a 

confiança e a transparência em todas as nossas operações. 

 

a. Coleta 
 

A coleta de dados pessoais é um processo essencial para as nossas atividades advocatícias, 

permitindo a condução dos nossos serviços. No entanto, é vital que essa coleta seja 

conduzida com absoluto respeito à privacidade e à segurança das informações dos indivíduos 

envolvidos. Nosso Escritório reconhece a importância de obter o consentimento explícito 

dos titulares dos dados, se necessário, antes de realizar qualquer coleta, além de garantir a 

transparência quanto aos propósitos e formas de utilização dessas informações.  

 

Essa coleta pode ocorrer a partir do momento em que as relações com nossos clientes ou 

parceiros seja iniciada.   

 

Comprometemo-nos a adotar medidas técnicas e organizacionais para proteger os dados 

pessoais coletados contra acesso não autorizado ou uso indevido, em total conformidade com 

as disposições legais e regulatórias aplicáveis. 
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b. Armazenamento 
 

O armazenamento de dados pessoais é uma responsabilidade crucial para qualquer 

organização, exigindo cuidados específicos para garantir a segurança e a integridade das 

informações dos indivíduos. Nosso Escritório compromete-se a conduzir esse processo de 

maneira estritamente formal, implementando medidas técnicas e organizacionais adequadas 

para proteger os dados contra acesso não autorizado, uso indevido, perda ou destruição.  

 

A C&F conta com as melhores ferramentas disponíveis no mercado para que todas as 

informações que transitam em nossos ambientes estejam sempre salvaguardadas em nuvens 

tanto da Google quanto da Microsoft e computadores certificados e originais que contam 

com senhas de acesso periodicamente revisadas. Além disso, as medidas de segurança 

também se aplicam a documentos físicos que estarão sempre localizados em salas com 

acesso restrito ou armários com trancas.  

 

c. Compartilhamento 
 
O compartilhamento de dados pessoais é uma prática delicada que requer diligência e 

responsabilidade por parte da C&F. Comprometemo-nos a conduzir essa atividade de 

maneira formal, assegurando que os dados sejam compartilhados apenas com terceiros de 

confiança e com base em fundamentos legais válidos. Antes de compartilhar quaisquer 

informações pessoais, obtemos o consentimento explícito dos titulares dos dados ou nos 

asseguramos de que exista uma base legal adequada para o compartilhamento. Além disso, 

implementamos medidas de segurança para garantir que os dados sejam protegidos durante 

o processo de compartilhamento e que sejam utilizados apenas para os fins acordados.  

 

Para tanto, a C&F utiliza aplicativos de mensagem criptografados, e-mails com rastreio e 

disclamers de privacidade, registros de acesso as nossas dependências, entre outros meios.  

 

d. Compartilhamento Internacional 
 
O compartilhamento internacional de dados pessoais é uma prática que demanda cuidados 

especiais e conformidade com as normas de proteção de dados. Nosso Escritório 

compromete-se a realizar esse compartilhamento de maneira formal, garantindo que os 

dados sejam transferidos apenas para países ou organizações que ofereçam um nível 

adequado de proteção à privacidade, conforme determinado pela LGPD e outras 

regulamentações aplicáveis. Antes de realizar qualquer transferência internacional de dados, 

asseguramos que haja uma base legal válida para o processo e que obtenhamos o 

consentimento explícito dos titulares dos dados, quando necessário. Além disso, 

implementamos medidas de segurança robustas para proteger os dados durante a 

transferência e garantir que sejam utilizados apenas para os fins específicos autorizados. 

Nossa organização está comprometida em cumprir todas as disposições legais relacionadas 

ao compartilhamento internacional de dados pessoais, visando preservar a privacidade e a 

segurança das informações dos indivíduos envolvidos. 
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e. Descarte 
 
Para garantir a segurança no momento do descarte de dados pessoais ou informações que se 

encontram em nossos ambientes, adotamos as seguintes diretrizes de identificação e 

inventário realizando detalhamento de todos os dados pessoais em nossa posse, incluindo 

informações de clientes, funcionários e fornecedores. 

 

Os procedimentos de descarte seguro incluem a destruição física de documentos e a 

eliminação segura de dados digitais por meio de técnicas de segurança para que não restem 

resquícios em nossos ambientes e, caso necessário, serão aplicadas técnicas de anonimização 

ou pseudonimização dos dados tratados. 

 

V. Finalidade do tratamento 
 

a. Bases legais 
 

A Lei Geral de Proteção de Dados estabelece bases legais específicas que legitimam o 

tratamento de dados pessoais. Essas bases fornecem um arcabouço legal para garantir que o 

processamento de dados seja realizado de forma transparente, segura e em conformidade 

com os direitos dos titulares dos dados.  

 

As bases legais mencionadas na LGPD incluem: (i) consentimento; (ii) cumprimento de 

obrigação legal ou regulatória; (iii) execução de contrato; (iv) exercício regular de direitos 

em processo judicial; (v) proteção da vida ou da incolumidade física; (vi) tutela da saúde; 

(vii) interesses legítimos do controlador ou de terceiros, e; (viii) legítimo interesse público. 

 

O principal objetivo dessas bases legais é assegurar que o tratamento de dados pessoais seja 

realizado de maneira ética, respeitando os direitos e as liberdades individuais dos titulares 

dos dados. Elas visam proporcionar uma estrutura legal sólida para que seja possível coletar, 

armazenar, processar e compartilhar dados pessoais de forma lícita e justificável. 

 

Ao estabelecer bases legais claras e bem definidas, a LGPD busca promover a confiança dos 

titulares dos dados e fortalecer a governança de dados, contribuindo para o desenvolvimento 

de um ambiente digital mais seguro e transparente. Essas bases legais representam um 

importante instrumento para equilibrar os interesses das organizações com os direitos 

fundamentais dos indivíduos, promovendo uma cultura de proteção de dados e privacidade 

no contexto da sociedade moderna. 
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VI. Direitos dos titulares 
 

i. Direito à Confirmação e Acesso: Os titulares têm o direito de obter do Controlador a 

confirmação da existência de tratamento de dados pessoais e o acesso aos seus dados. 

 

ii. Direito à Correção: Os titulares podem requerer a correção de dados incompletos, 

inexatos ou desatualizados, garantindo a exatidão das informações. 

 

iii. Direito à Anonimização, Bloqueio ou Eliminação: O titular tem o direito de solicitar 

a anonimização, bloqueio ou eliminação de dados pessoais desnecessários, excessivos 

ou tratados em desconformidade com a lei. 

 

iv. Direito à Portabilidade dos Dados: Os titulares podem solicitar a portabilidade de seus 

dados pessoais a outro fornecedor de serviço ou produto, respeitando a regulamentação 

da autoridade nacional. 

 

v. Direito à Eliminação dos Dados: O titular tem o direito de solicitar a eliminação dos 

dados pessoais tratados com seu consentimento, exceto nas situações em que a legislação 

vigente permitir a manutenção desses dados. 

 

vi. Direito à Informação sobre Compartilhamento de Dados: Os titulares têm o direito 

de serem informados sobre as entidades públicas e privadas com as quais o controlador 

realizou compartilhamento de dados. 

 

vii. Direito à Revogação do Consentimento: O titular pode revogar seu consentimento para 

o tratamento de dados pessoais a qualquer momento, mediante manifestação expressa, 

sendo garantida a possibilidade de retirada total ou parcial, de acordo com a necessidade. 

 

viii. Direito à Revisão de Decisões Automatizadas: Os titulares têm o direito de solicitar a 

revisão de decisões tomadas unicamente com base em tratamento automatizado de dados 

pessoais que afetem seus interesses, incluindo a revisão por uma pessoa natural. 

 

ix. Direito à Informação sobre o Tratamento de Dados: O titular tem o direito de ser 

informado sobre o tratamento de seus dados pessoais, de forma clara, transparente e 

acessível, incluindo as finalidades, os métodos e os prazos de tratamento, bem como a 

identidade do controlador e a existência de compartilhamento de dados com terceiros. 

 

Estes direitos conferidos pela LGPD representam as garantias essenciais para promover a 

transparência, a responsabilidade e a confiança no tratamento de dados pessoais, 

fortalecendo os princípios éticos e democráticos que regem a sociedade contemporânea em 

que nosso Escritório se pauta. 
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VII.   Segurança da informação  
 

A segurança da informação no tratamento de dados pessoais é uma preocupação primordial 

para as organizações, sendo imperativo garantir a integridade, confidencialidade e 

disponibilidade das informações, em conformidade com as disposições tanto da Lei Geral 

de Proteção de Dados (LGPD) quanto do Marco Civil da Internet. 

 

A LGPD estabelece requisitos específicos para a segurança da informação no tratamento de 

dados pessoais, exigindo que sejam adotadas medidas técnicas e administrativas adequadas 

para proteger os dados contra acessos não autorizados, perdas, alterações, destruição ou 

qualquer forma de tratamento inadequado. Isso inclui a implementação de controles de 

acesso, criptografia, monitoramento de sistemas, treinamento de pessoal e outras práticas 

recomendadas para mitigar os riscos de segurança. 

 

Ao tratar dados pessoais, a C&F adota todas as medidas de segurança necessárias como 

firewalls, antivírus, senhas de acesso, restrições de acesso, entre outras, garantindo assim as 

melhores práticas de mercado quando se trata de segurança da informação.  

 

VIII.  Gestão de incidentes 
 

Esse processo visa identificar, avaliar e responder de maneira eficaz a quaisquer incidentes 

que possam comprometer a segurança ou a integridade dos dados pessoais em tempo hábil. 

A C&F adota uma abordagem formalizada de gestão de incidentes de privacidade de dados 

sendo essencial para garantir a conformidade e proteger a privacidade dos titulares dos 

dados.  

 

IX. Responsabilidade do escritório 
 

A C&F desempenha um papel crucial na proteção de dados pessoais, especialmente à luz 

das disposições estabelecidas pela Lei Geral de Proteção de Dados. Como custodiantes de 

informações sensíveis e confidenciais de nossos clientes, temos a responsabilidade ética e 

legal de garantir a segurança e a privacidade dos dados pessoais sob nossa 

responsabilidade. 

 

Observamos os princípios fundamentais de proteção de dados estabelecidos pela LGPD, 

como finalidade, adequação, necessidade, consentimento, transparência, segurança, 

prevenção, não discriminação e responsabilização. Coletamos e tratamos os dados pessoais 

de nossos clientes de forma legal, legítima e transparente, limitando-nos às finalidades 

específicas para as quais foram obtidas e garantimos que apenas as informações 

estritamente necessárias sejam processadas. 
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Implementamos medidas de segurança da informação adequadas para proteger os dados 

pessoais contra acesso não autorizado, uso indevido, divulgação, alteração ou destruição 

não autorizada. Isso inclui a adoção de controles de acesso, criptografia, monitoramento de 

sistemas e políticas de gestão de incidentes, como dito anteriormente. 

 

Quando necessário, obtemos o consentimento adequado dos titulares dos dados para o 

processamento de suas informações pessoais e garantimos que os titulares possam exercer 

seus direitos elencados no item VI. 

 

Nos baseamos pelo dever ético e legal de manter a confidencialidade e o sigilo profissional 

das informações fornecidas por seus clientes, protegendo-as contra divulgação não 

autorizada ou uso indevido. 

 

X. Nossos canais 
 

Estabelecemos canais de contato e os dados do Encarregado caso queira evocar quaisquer 

direitos apresentados nessa Política e permanecemos à disposição para quaisquer 

esclarecimentos ou dúvidas.  

 

Mariana Milanesio Monteggia 

mariana.milanesio@cunhafonseca.adv.br 

 

XI. Disposições finais 
 

Esta política de privacidade de dados é uma expressão do nosso compromisso em proteger 

a privacidade e a segurança das informações pessoais dos nossos Clientes, Profissionais e 

demais partes interessadas. Ao adotar esta política, comprometemo-nos a cumprir 

integralmente as disposições da Lei Geral de Proteção de Dados e a adotar as melhores 

práticas para o tratamento de dados pessoais. 

 

Além disso, reconhecemos a importância de promover a conscientização e a educação 

sobre proteção de dados entre nossos profissionais e parceiros, garantindo que todos 

compreendam suas responsabilidades e contribuam para a proteção da privacidade dos 

titulares de dados. 

 

Por fim, reiteramos nosso compromisso em agir com transparência, integridade e 

responsabilidade, trabalhando constantemente para fortalecer a confiança dos nossos 

clientes em nossas operações e demonstrar nosso respeito pelos direitos fundamentais de 

privacidade e proteção de dados. 

 

mailto:mariana.milanesio@cunhafonseca.adv.br
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XII. Aprovação e vigência 
 

Ressaltamos que esta política está sujeita a revisões periódicas para garantir sua eficácia 

contínua e conformidade com as exigências legais e regulatórias em constante evolução. 

Quaisquer alterações significativas serão comunicadas de forma transparente e clara aos 

interessados, garantindo que estejam sempre informados sobre nossas práticas de 

privacidade de dados. 

 

Este documento foi aprovado pelo sócio gestor responsável e passa a vigorar 

imediatamente. 

 

Permanecem em vigor todas as demais normas e regulamentos estabelecidos pela C&F. 


